
 

POLICY ON VIDEO SURVEILLANCE 
(adopted January 15, 2010) 

 
Note:  The masculine gender is used throughout this policy solely in order to simplify the text. 
 
1. Introduction 
 

The Central Québec School Board, through its strategic plan, strives to provide a healthy, safe 
and caring learning and working environment.  Video security systems can be a complement 
to other means used to promote and foster such an environment.  It is acceptable to employ 
video security surveillance systems at the Board Office and in schools and centres when 
alternative solutions less prejudicial to privacy have been considered and have proved 
difficult to implement or ineffective. 

 
Video surveillance must comply with the Act Respecting Access to Documents Held by Public 
b
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3.4 Record means any information, however recorded, whether in printed form, on film by 
electronic means or otherwise, and includes a photograph, a film, a microfilm, a 
videotape, a machine-readable record, and any record that is capable of being 
produced from a machine-readable record.  Recorded information has the same meaning. 

 
3.5 Storage device means a videotape, computer disk or drive, CD Rom, computer chip or 

other device used to store the recorded data or visual, audio or other images captured 
 by a video surveillance system. 

 
3.6 Video surveillance system means a video security surveillance system used by the School 

Board, and includes a video, physical or other mechanical, electronic or digital 
surveillance system or device that enables continuous or periodic video recording, 
observing or monitoring of individuals the premises of the Board Office and the 
schools and centres.  The expression includes an audio device, thermal imaging 
technology, or any other component associated with recording the image of an 
individual. 

 
4. General Statements 

 
4.1 Video surveillance systems are resources that may be used by the School Board at 

selected schools, centres and the Board Office to: 
 

  4.1.1 promote the safety of students, staff, and community members; 
  4.1.2 protect the School Board’s property against theft or vandalism; 
  4.1.3 aid in the identification of intruders and of persons breaking the law. 
 

4.2 In the event of a reported or observed incident, the review of recorded information 
may be used to assist in the investigation of the incident. 

 
4.3 The decision to maintain in place a video surveillance system must be reviewed at least 

annually. 
 
4.4 This policy is not intended to deal with or apply to: 

 
4.4.1 instances where specific school or centre events are videotaped (e.g.  a  school 

fair or graduation ceremony); 
4.4.2 instances where students participate in curriculum related projects using 

various forms of media such as video-taping; 
4.4.2 isolated instances where a classroom is videotaped for education or research 

purposes (e.g. where a student teacher is required to record his lesson as part of 
an assignment for a work placement). 

 
 4.5. Video surveillance systems may, from time to time, be used in school buses under 
  contract with the School Board, through the use of hidden video cameras. 
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4.5.4 The School Board’s transportation rules 
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6.6 The School Board will endeavour to be as open as possible about the video security 
surveillance systems in operation and, upon request, will make available to the public, 
information on the purpose of the video surveillance system as well as the policies and 
regulations that have been put in place. 
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7.3.6 Recorded information, whether or not it has been viewed, will be kept for 
twenty-eight (28) calendar days.  This timeframe is based on experience, risk 
assessment, privacy considerations and equipment capacities.  At the end of the 
twenty-eight (28) day period, the recorded information will then be erased in 
such a manner that it cannot be reconstructed or retrieved. 

7.3.7 Notwithstanding paragraph 7.3.6, the School Board will store and retain 
beyond the twenty-eight (28) day period, any recorded information necessary 
for evidentiary purposes according to standard procedures until law 
enforcement authorities require them.    In this case, the Secretary General will 
be responsible for storing the recorded information.  A Recorded Information 
Release Form will be completed before any recorded information is disclosed to 
the authorities (Appendix 4).  The form will indicate who took the recorded 
information, under what authority, when the information was recorded, and 
whether it will be returned or destroyed after use.   

7.3.8 Old storage devices must be securely disposed of in such a way that the 
nominative information cannot be reconstructed or retrieved.  Disposal 
methods may include shredding, burning or magnetically erasing the 
nominative information.  Before disposal is completed, a Storage Device 
Disposal Register must be filled out (Appendix 3). 

7.3.9 Any student, staff member or member of the public who has been recorded by 
a video surveillance system has a right of access to nominative information 
concerning him. 

 
8. Training 
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 10.2 The Secretary Gener
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 APPENDIX 2 
 
 
 
 
 
Access to and Viewing of Recorded Materials Log 
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 APPENDIX 3
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 APPENDIX 4 
 
 
 
 
 
Recorded Information Release Form 
 
 

Date  

School/Centre  

Principal  

Device Number  

Date of Recording  

Information Released to  

Organization  

Reason for Information Release  

Expected Date of Information Return  

Information Disposal Method  

Information Disposal Date  

Signature of Individual Receiving Information  

Signature of CQSB Counsel  

  

 


